














Our Privacy Principles Guide Our Work 

Our privacy principles guide our actions so that we respect your privacy and protect your 

confidentiality. The principles are--necessity, openness, respect and confidentiality. See how these 

principles drive decisions throughout the survey lifecycle. 

We Use Cutting-Edge Safeguards to Protect Your Identity 

We do not identify individuals in the data we publish. We only publish statistics. Our policies and 

statistical safeguards help us ensure the confidentiality of your information. Our Disclosure Review 

Board verifies that any data product we release meets our confidentiality standards. 

Secure Technology 

Our IT systems are designed to defend against and contain cyberthreats. From the beginning of the 

data collection process through the final storage of information, we protect your data following 

industry best practices and federal requirements. We use data encryption and two forms of 

authentication to secure system access. The security of our systems is a top priority, and we 

continually refine our approach to address emerging threats and position ourselves to identify, 

prevent, detect, respond to and recover from possible cyberthreats 

Decennial Census Records 

Decennial census records are confidential for 

72 years to protect respondents' privacy. 

Records from the 1950 to 2010 Censuses can only be obtained by the person named in the 

record or their heir after submitting form BC- 600 or BC-600sp (Spanish). 

Individual census records from 1790 to 1940 are maintained by the National Archives and 

Records Administration, not the U.S. Census Bureau. 

Publications related to the census data 

collected from 1790 to 2010 are available at https://www.census.gov/prod/www/decennial.html. 

Visit the National Archives Web site to access 1940 Census records 

http://1940census.archives.gov. 
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